Registration Directory Services WG Status Update
ICANN59 Johannesburg
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e Progress between ICANN 58 & 59 or RDS WG
ICANN 58~59f §5 &K UWG D E KR

e Draft Statement of Purpose BHHMIZE

e Next Steps RDAT v T
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Progress between ICANN58 & 598 DS

Working group is still in “phase 1" : the WG tasked by the

charter examine all requirements for gTLD registration data

and directory services at a high level

WGIEEE 7z —X1EE : Fy—2—THEIN-WGIE

gTLDEHRT— 3B LUVTA LY MY —ERDIRTOHEKR

e LRI THRE

Organizing a cross community session to get input from

community on preliminary agreements within the working

groupon WG “WGCGHNDNEESEICEIT S a2 =T 14H b

NDERZH/LH-Haza=T1HEHmEY a3 EER:

o “Minimum Public Data Set (MPDS)”, based on today’s “thin
data” elements Thin dataZRIZE D /M T—2 &S

o Users/Purposes FIRE S LU B

o Gated Access 7 7 t X HlBE

o Privacy 754 /83—



プレゼンター
プレゼンテーションのノート
Thin Data: Data used in thin WHOIS: A registrant’s data is only stored in a registrar.
Thin WHOIS(.com, .netなどで使われている、登録者データをレジストリが持たずレジストラのみが持つ方式)で表示されるデータ項目


Progress between ICANN58 & 598 DS

e a F2F session to review the input from the cross-
community session
A2 T4fAtyarTEEEEREFFMT 5%
Hty arvraEhk

e Since Johannesburg, the WG has moved beyond the
MPDS, and is now considering what “thick” data
elements to include in the RDS.
ANFRTIVITREURE., WGIIMPDS## A . BEIE
RDSIZEE N HthickT—2 ZHEFTH S,




New Topic: GDPR F#rfcZ FEw ¥ | GDPR

Not organized within RDS but it will impact the work:
GDPR RDSHIZ#RABL SN TIXLVE LDAMERICEE

One session was organized with Data protection
commissioners in Copenhagen. a GDPR cross-
community session in Johannesburg
ARVUN—TUOREBETRT - RELEBEDEY L,
ANRR TV RETIEGDPRO I 2 =7 « it v
3 UhBE

A new taskforce initiated including staff and community to
work on the topic

AEICELTRAYI7EQASa=ZT A AVN—ZELH
AR T+ —RADEKIL




Draft Statement of Purpose - Part 1 B#9E/N— k1

e Question: What should the over-arching purpose be of collecting,
maintaining, and providing access to gTLD registration data?
gTLDEHT — X DUNE. . 7V A RMZTS>2ENLZEM
(FAe] Ay ?

» Answer: Draft Statement of Purpose B HJZE

This statement is intended to define the purpose(s) of a potential Registration
Directory Service (RDS) for generic top-level domain (gTLD) names. The
statement identifies Specific Purposes for registration data and registration
directory services.

AECEGTLD B ] (FDRDSD I ZEZT B L ZEXL THY., £
7'-“—%7 PLEUERT 7 LI PP —EXIZET EEMEKFI 5 BRI EFMHZ L
TlL'd,

Note that it is important to make a distinction between the purpose(s) of
individual registration data elements! versus the purpose(s) of a RDS,

i.e., the system that may collect, maintain, and provide or deny access to some
or all of those data elements and services related to them, if any.
ZMAANDEIRT—FEFDEHFIERDS, TP ET—HEFZFIRE - #
FF-TOCRERELIZFELET B R TLDEHIEAT S EHNEE,




Draft Statement of Purpose - Part2 (3§

Specific Purposes for Registration Data and Registration Directory Services

1. A purpose of gTLD registration data is to provide info about the lifecycle of a domain
name and its resolution on the Internet.

2. A purpose of RDS is to facilitate dissemination of gTLD registration data of record?, such
as domain names and their domain contacts’® and nameservers in accordance with
applicable policy.*

3. A purpose of RDS is to identify domain contacts and facilitate communication with
domain contacts associated with generic top-level domain names, [based on approved
policy].

4. A purpose of gTLD registration data is to provide a record of domain name registrations.

Note: “Accuracy” as it pertains to the RDS will be defined later in this PDP (see the Charter
question on Accuracy).

Footnotes

' Here, “registration data elements” refers to data about generic top-level domain names collected in
the relationship between registrars to registries and in the relationship between registrars/registries and
ICANN.

2 Draft definition, still undergoing deliberation as of 31 May: The data set at a given time, relevant to a
given registration object, that expresses the data provided in the then-current registration for that object.
3 Contacts related to the domain name, including those directly related to the domain name and also
those involved in the registration system as relevant. Further specification may occur at a later stage in
the RDS PDP process.

4 Alternatives for specific purpose 2) are still under consideration, pending WG definition of “data of record.”

B Source: Section 2.3, KeyConceptsDeliberation-WorkingDraft




Draft Stmt of Purpose B BYZE - Part 2 (translated)

B T—48LURDSOEAKNGEK
1.gTLDEHT 2D EH:
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Data Elements 77—

2 EHR

Initial deliberation* focused on ”thin data” as defined by the Thick WHOIS Report:
= S ML1="thin data” [ &

"A thin registry only stores and manages the information associated with the domain name. This set
includes data sufficient to identify the sponsoring registrar, status of the registration, creation and
expiration dates for each registration, name server data, the last time the record was updated in its
Whois data store, and the URL for the registrar’s Whois service.”

#EA D #E 5T 1L Thick WHOISER 25

Thin L X FUIE R X1 2B IC1TRET S 158 DA

%é’ﬁ’f‘%ﬁ?éo RiFT — S ICIE

XL TUVBLS N SEHFETIIER

o BIRXTT—XX

o TIRBELFEZIH

© =AYV —/I—FT—X

o mRIXEFTH

e LZX~ZDWHOIS T —E X DURL
NEENB

Example:

Domain Name: EXAMPLE.TLD

WHOIS Server: whois.example.tld

Referral URL: http://www.example.tld
Updated Date: 2009-05-29T720:13:00Z
Creation Date: 2000-10-08T00:45:00Z
Registry Expiry Date: 2010-10-08T00:44:59Z
Sponsoring Registrar: EXAMPLE REGISTRAR LLC
Sponsoring Registrar IANA ID: 5555555
Domain Status: clientDeleteProhibited

Name Server: NSO1.EXAMPLEREGISTRAR.TLD
Name Server: NSO2.EXAMPLEREGISTRAR.TLD
DNSSEC: signedDelegation




Data Elements T—42 &3

e Question: Which gTLD registration data elements should be included in
the “Minimum Public Data Set™?

BR : MPDSICIZ EDGTIDEFRT —FERNEENIRNEN?

» Draft WG Agreements WCEESE

25: “Minimum Public Data Set” to be used as a replacement term (within WG
Agreements to date) for what had previously been referred to as “thin

data.”
MPDS [£"thin data” & L TiHBESHEINTELLDFEFTHEZ S/FH7E
ELTREPNS,

26: The DNSSEC data element should be added to the
“Minimum Public Data Set.”
DNSSEC 7— X ZZF(IMPDS[CEM S ENEF
27: Today’s gTLD WHOIS registration data elements classified as “thin”

are sufficient at this time, to be referred to within WG Agreements
hereafter as the “Minimum Public Data Set.”

SHEMPDS E L TWGEEDEFEAN TSHEINECLEICHE. 5H
D’thin” & 5738 & 41 BgTLD WHOIS B4R 7 — X EFH (L FE - 3 TlEE L]




Users/Purposes FIlFA&E .~ B #

e Question: Should gTLD registration data elements in the “Minimum Public
Data Set” be accessible for any purpose or only for specific purposes?

o B : MPDSHDgTLDEH T —F BRI EAGEMTE, L LLIX
HEDEHBDHT J LAABEETREM?

» Draft WG Agreements WCEESE

1. The WG should continue deliberation on the purpose(s) of the
“Minimum Public Data Set.” WG [FMPDS D HRIIZET L THe51 ###z 9 N

2. Every data element in the “Minimum Public Data Set”
should have at least one legitimate purpose. MPDS D TN T D 7 — X i Fx/F
D EL1IDIEE LB SH B

3. Every existing data element in the “Minimum Public Data Set”
does have at least one legitimate purpose for collection. MPDS [Z 5 (7 6 & BF
FT—REFFLE S E D1 DIEEGTIREFIHH S




Users/Purposes FIFE .~ BH]

o Question: For what specific (legitimate) purposes should gTLD
registration data elements in the “Minimum Public Data Set” be collected?
B AD4EE (EXG) BRDT=®H. MPDSIZEITHeTLDE %
T—3ERMPESNLEZREN?

» Draft WG Agreements WCEESE

4. EWG-identified purposes apply to at least one data element in the “Minimum
Public Data Set.” EWG/IZ#5/E & /= BRIH 7% < & EMPDS D1 DD
T— X EFIZEF

5. Domain name control X 4 >& 23> ~ O—/LIFMPDS YREE D IE 25 7 5 #9
is a legitimate purpose for “Minimum Public Data Set” collection.

6. Technical Issue Resolution A7 TeB Az RIZMPDS YR 5 D iF 245 75 B #Y
is a legitimate purpose for “Minimum Public Data Set” collection.

7. Domain Name Certification X 4 2% D& AJ[EMPDS YRE D iF 2% 7 B 79
is a legitimate purpose for “Minimum Public Data Set” collection.

8. Business Domain Name Purchase or Sale B2/ K X 4 > & D55 E(FMPDS
UREEDIF 274 H A9

is a legitimate purpose for “Minimum Public Data Set” collection.




Users/Purposes FfZ&, B

» Question: For what specific (legitimate) purposes should gTLD
registration data elements in the “Minimum Public Data Set” be collected?

B A0 E (EHG) BRIDT=6. MPDSIZH T HgTLDE &%
T—RAERNPESNDHIRNEN?

» Draft WG Agreements WCEERE

9. Academic / Public Interest DNS Research is a legitimate purpose for
“Minimum Public Data Set” collection. FE i/ 2\ 48 B HIDDNS 632 (FMPDS
YREZE DIEE 7% HHY

10. Regulatory and Contractual Enforcement is a legitimate purpose for
“Minimum Public Data Set” collection. 2E# 5 L INZEFIF1TIFMPDS YR E
DIE 57 HHY

11. Criminal Investigation & DNS Abuse Mitigation is a legitimate purpose for
“Minimum Public Data Set” collection. JZFEFHEE FH L IUIDNSZ FFEE (3
MPDS 4R ZE D iE 25 7 B #9

12. Legal Actions is a legitimate purpose for “Minimum Public Data Set”
collection. ;ZHI#E & (FMPDS YRE D IF 25 75 B HY

13. Individual Internet Use is a legitimate purpose for “Minimum Public Data

Set” collection AN D1 > % —F v ;FFHIFMPDS YR EE D IF 245 74 B H9




Gated Access 7 7 £ X #l[E

e Question: Should gTLD registration data in the “Minimum Public Data Set”
be entirely public or should access be controlled?
B : MPDSOEEARNDTLIDEHR T — R EIRLEICAAINLENEH
T EAEHIRESNDSED

» Draft WG Agreements WCEE&SE

20. gTLD registration data in the “Minimum Public Data Set” must be accessible
without requestor identification, authentication, or stated purpose.
MPDS DEEFHADGTLD ZER T — 5 [FEKE DIFE. stall. F7=ILEHT
FANEELLICT S ERTELIFNILE B,

21: There must be no RDS policies that prevent RDS operators from applying
operational controls such as rate limiting and CAPTCHA, provided that they
do not unreasonably restrict legitimate access. RDSiEHZ HVIE5 77 2
EXEFFEEBIZHR LG, 7O EXEIHHRSE L IF+ TF+74
EDEFT FO—/)LFLITEL DGR Y —IXFEL TIEH 5%
()
[Rough consensus in 2 May poll, but pending action item]




Gated Access 777t X HIE

e Question: What guiding principles should be applied to
“Minimum Public Data Set” access?

Bl : MPDS7 IV EAANED LS GG MNER SN LIRED

» Draft WG Agreements WCEESE

22: At least a defined set of data elements must be
accessible by unauthenticated RDS users.
DG ECE &W’L/“—T X BEFEDESH GG & TLVLLRDS FIFH
FIZk > TTF I EIHRETLHIFAIZL S L,

23: RDS policy must state purpose(s) for public access
to the “Minimum Public Data Set.”
RDSI/Y) & —/(FMPDS D HFEZHI- K& S F O X IZET SR Z
FE LT AL 574500,




S &

Privacy 724 /\—

e Question: For the “Minimum Public Data Set” only, do existing gTLD
registration directory services policies sufficiently address compliance
with applicable data protection, privacy, and free speech laws about
purpose? B R : MPDSODAIZEH L T, BEfFgTLDRDSRY L —I[X3hER
MICT—2RE. T34\ — REOBERICAYT HERICELT
AT IAT VRAENREBTETNDH?

o Draft WG Agreements WCEEAE

14. Existing gTLD RDS policies do NOT sufficiently address compliance with
applicable data protection, privacy, and free speech laws about purpose.
BEF7gTLD RDS 7R > — I3 FERIIZ T— 2 (REE. T4 /Vvo—, KB
DERICET EFEEICEL TI>T54 PO EMBETE TV

15. As a WG, we need to agree upon a purpose statement for the RDS.

(refer to WG Agreements #16 — 19 in the Statement of Purpose)
WGE L T, RDSICEST B8HZDIVTEET SLENDH B,
o The WG is now pursuing independent legal analysis to inform
its deliberation on key concepts for data protection and privacy

F—RRELTSAN—ZEHTAEEa LT MZET 2%
WET S0, WGITIREMIL LI=EFEICBET 20 EXT




Next Steps R D E& P&

From the work plan, the working group is expected to:

EXREFTEL Y. WCHEAFSNDH Z L IE

e Solidify and frame Key Concepts as Requirements for each of these
Fundamental Questions (User/purpose, Data Elements, Privacy.
Gated Access, Data Accuracy), July-August ZE ARG ER] (FIRE.
B, T—2ER. T34\ —, TUOERFIR., T—3 DEFEM)
NER%E, BERELTEEa VT FEEHHEAITS (THA~8H)

e Respond to the foundational question from the charter: “Is a new Next-
Gen RDS needed or can the existing WHOIS system be modified to
satisfy these requirements?” Sep-Oct
EARARMGERICEZ . XEARDSIIHED, £HIFEEFEWHOIST R
TLOBFETINLDERZH - S5H(9~108)

e Start Preparing the First Initial Report by ICANNGO
ICANNGOE TIZ#I BRI EE D #Efw = FH1A
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