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STRATEGIC GOAL 1 - DEVELOP DNS ABUSE AND CYBERCRIME MITIGATION CAPABILITIES
Implementation of CCT Review Recommendations for Subsequent Rounds of New gTLDs

Seek and Support Improved Registries Prevention and Response to Security Threats

Seek and Support Registrars Adoption of Proactive Anti-Abuse Measures

Survey and Review ccTLD Best Practices for adoption in the gTLD space

Ensure Enforceability and Effective Enforcement of Safeguards Provisions in ICANN Contracts
Improve DNS Abuse Data Collection, Quantification, Reporting and Use by Relevant Stakeholders
Improve Domain Seizure And Forfeiture Process, in Coordination With Contracted Parties
Follow-up on Previous GAC Advice Regarding the Mitigation of DNS Abuse

Assess Impact and Risks of DNS Encryption (DNS over HTTPS/TLS) on DNS Abuse Mitigation

(https://gac.icann.org/file—asset/public/pswg-work-plan-2020-2021.pdf)
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